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	HENLEY ROWING CLUB
Authorised Data-Users Acceptable Use Agreement



To ensure that members and employees of the Club who are authorised by the Club to use the BROE system, ClubHub and/or collect, manage or access members’ personal data on behalf of the Club are fully aware of their responsibilities they are asked to sign this agreement.
· I will respect the club’s Data Protection Policy, Description of Roles and Responsibilities for Data Collection and Retention and Code of Conduct.  
· I will respect system security and I will not disclose any password or security information to anyone other than an authorised system manager. 
· I will ensure that personal data stored electronically (including on mobile phones, digital cameras, e-mail and computers) is stored and used securely through password, and encryption if possible, not unnecessarily duplicated and used appropriately.
· I will ensure that data in paper format is stored securely, not unnecessarily duplicated and used appropriately.
· I will ensure that only data necessary to undertake Club activities is retained and that personal data is securely deleted when no longer required. 
· I will ensure that electronic communications with members (including e-mail, instant messaging and social networking) and any comments on the web (including websites, blogs and social networking) are compatible with my role and that messages cannot be misunderstood or misinterpreted.
· I will undertake training as requested by the Club, including GDPR, ICT Use, Safeguarding. 
· I will report any incidents of concern regarding the safety of members’ personal data to the Club Secretary.

	Name:
	

	Signature:
	

	Date:
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